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Deklaracja ochrony danych 
osobowych 
Cieszymy się, że odwiedziłeś(-aś) naszą stronę internetową. Poniżej chcielibyśmy poinformować Cię o 
przetwarzaniu Twoich danych osobowych na naszej stronie internetowej. 

Administrator 
AUMA Polska sp z o.o.  

Komuny Paryskiej 1D, 41-219 Sosnowiec  

Poland, Polska 

Kontakt: 

Tel.: +48 32 783 52 00 

e-mail: rodo@auma.com.pl 

Inspektor ochrony danych  
Kontakt: 

e-mail: rodo@auma.com.pl 

 

Terminologia 
Terminologia w niniejszej deklaracji ochrony danych jest stosowana zgodnie z definicją w art. 4 RODO 
(Rozporządzenie o Ochronie Danych Osobowych). 

 
Pojęcia „użytkownik” i „odwiedzający stronę internetową” są używane w naszej polityce prywatności 
jako synonimy.  

 

Odbiorca danych  
Odbiorcy danych są wymienieni w naszej polityce prywatności pod odpowiednią kategorią/nagłówkiem.  

 

Kategorie osób, których dane dotyczą 
Kategorie osób, których dane dotyczą, to osoby odwiedzające stronę internetową oraz inni użytkownicy 

usług online. 

 

mailto:rodo@auma.com.pl


Ogólne informacje o przetwarzaniu danych na 
stronie internetowej 
Zautomatyzowane przetwarzanie danych (pliki log itp.) 
Nasza strona internetowa może być odwiedzana bez aktywnego podawania danych osobowych 
użytkowników. Przy każdej odsłonie strony internetowej zapisujemy automatycznie dane dostępu (pliki 
log serwera), np. nazwę dostawcy usług internetowych, stosowany system operacyjny, witrynę, z której 
odwiedza nas użytkownik, datę i czas trwania wizyty lub nazwę żądanego pliku, oraz ze względów 
bezpieczeństwa, np. do wykrywania ataków na naszą stronę internetową, adres IP używanego 
urządzenia końcowego przez okres 14 dni.  Nie następuje kompilowanie tych danych z innymi źródłami 
danych. Przetwarzamy i wykorzystujemy dane w następujących celach: Udostępnianie strony 
internetowej, zapobieganie i wykrywanie błędów/usterek i nadużywanie strony internetowej. 

 

Kategorie danych: Metadane i dane komunikacyjne (np. adres IP, data i godzina dostępu, 
godzina, rodzaj żądania HTTP, strona internetowa, z której uzyskano 
dostęp (referrer URL), używana przeglądarka i ew. system operacyjny 
komputera, z którego uzyskano dostęp (user agent)) 

Cel przetwarzania danych:  Zapobieganie i wykrywanie błędów/wadliwego działania oraz 
nadużycia witryny internetowej 

Podstawa prawna:  Uzasadniony interes (art. 6 ust. 1 lit. f) RODO) 

Uzasadnione interesy:  Zapobieganie oszustwom w celu wykrywania nadużyć strony 
internetowej 

 

Wymagane pliki cookie (działanie, linki opt-out itp.) 
W celu umożliwienia korzystania z podstawowych funkcji na naszej stronie internetowej i świadczenia 
usługi żądanej przez użytkownika, na naszej stronie internetowej używamy tzw. plików cookie. Pliki 
cookie to standardowa technologia internetowa służąca do zapisywania i wywoływania informacji dla 
użytkowników witryny internetowej. Pliki cookie to informacje i/lub dane, które mogą być zapisywane 
np. na urządzeniu końcowym użytkownika. W klasycznej technologii plików cookie przeglądarka 
użytkownika otrzymuje polecenie zapisania po odsłonie określonej strony internetowej określonych 
informacji na urządzeniu końcowym użytkownika.  

Koniecznie wymagane pliki cookie są wykorzystywane do udostępniania usługi cyfrowej, której 
użytkownik wyraźnie sobie życzy, np.: 

- pliki cookie do analizy błędów i do celów bezpieczeństwa 
- pliki cookie do przechowywania loginów  
- pliki cookie do przechowywania danych w formularzach online, jeśli formularz obejmuje wiele 

stron 
- pliki cookie do przechowywania ustawień (głosowych) 
- pliki cookie do przechowywania artykułów umieszczanych przez użytkowników w koszyku w 

celu finalizacji zakupu  
- pliki cookie do przechowywania wyrażenia lub cofnięcia zgody (opt-in, opt-out) 

Niektóre z używanych plików cookie (tzw. cookie sesji) są ponownie usuwane po zakończeniu sesji, tzn. 
po zamknięciu przeglądarki internetowej   
Pliki cookie użytkownik może usunąć później, aby pozbyć się danych zapisanych przez stronę 
internetowym na komputerze użytkownika. 



Opisane przetwarzanie danych może również odnosić się do informacji, które nie są informacjami 
osobowymi, jednakże stanowią informacje w rozumieniu TDDDG. Również w takich przypadkach 
informacje te mogą być niezbędne do korzystania z wyraźnie zamówionej usługi, i z tego powodu są 
zapisywane zgodnie z § 25 TDDDG.  

 

Opt-out: Firefox: 

https://support.mozilla.org/de/kb/wie-verhindere-ich-dass-websites-
mich-verfolgen 

Google Chrome: 

https://support.google.com/chrome/answer/95647?hl=de  

Microsoft Edge: 

https://support.microsoft.com/de-de/microsoft-edge/inprivate-browsen-
in-microsoft-edge-cd2c9a48-0bc4-b98e-5e46-ac40c84e27e2  

Opera: 

https://help.opera.com/en/latest/security-and-privacy/ 

Safari 

https://support.apple.com/de-de/HT201265  

 

Podstawy prawne:  Uzasadnione interesy (art. 6 ust. 1 lit. f) RODO w połączeniu z § 25 ust. 
2 pkt 2 TDDDG), wyrażenie zgody (art. 6 ust. 1 lit. a) RODO w 
połączeniu z § 25 ust. 1 TDDDG 

Uzasadnione interesy:  Zapisywanie preferencji opt-in, zapewnienie funkcjonalności strony 
internetowej, zachowanie statusu użytkownika w całym serwisie 
internetowym 

 

Przechowywanie i przetwarzanie niewymaganych informacji i 
danych 
Poza niezbędnymi ramami przetwarzanie danych użytkowników może odbywać się za pomocą plików 
cookie, podobnych technologii lub technologii związanych z aplikacją, np. w celu śledzenia (w całej 
witrynie internetowej) lub spersonalizowanej reklamy itp. Przekazywanie danych może odbywać się na 
rzecz podmiotów trzecich. Przechowywanie i dalsze przetwarzanie danych użytkownika, które nie są 
koniecznie wymagane do świadczenia usługi cyfrowej, odbywa się na podstawie wyrażenie zgody w 
rozumieniu. art. 6 ust. 1 lit. a) RODO (ew. w połączeniu z  § 25 ust. 2 pkt 1 TDDDG). 

 

Consent Management Platforms (zarządzanie zgodami) 
Na naszej stronie internetowej stosujemy procedurę zarządzania zgodami, aby przechowywać i 
zarządzać zgodami udzielonymi przez odwiedzających witrynę internetową zgodnie z wymogami 
ochrony danych.  

Stosowana platforma do zarządzania zgodami pomaga nam zidentyfikować wszystkie pliki cookie i 
technologie śledzenia oraz sterować nimi na podstawie statusu zgody. Jednocześnie odwiedzający 
naszą stronę internetową mogą korzystać z naszej usługi zarządzania zgodami, aby zarządzać 
udzielonymi zgodami i preferencjami (opcjonalne wstawianie plików cookie i innych technologii, które 
nie są wymagane) lub cofnąć zgodę w dowolnym momencie za pomocą przycisku.  

https://support.mozilla.org/de/kb/wie-verhindere-ich-dass-websites-mich-verfolgen
https://support.mozilla.org/de/kb/wie-verhindere-ich-dass-websites-mich-verfolgen
https://support.google.com/chrome/answer/95647?hl=de
https://support.microsoft.com/de-de/microsoft-edge/inprivate-browsen-in-microsoft-edge-cd2c9a48-0bc4-b98e-5e46-ac40c84e27e2
https://support.microsoft.com/de-de/microsoft-edge/inprivate-browsen-in-microsoft-edge-cd2c9a48-0bc4-b98e-5e46-ac40c84e27e2
https://help.opera.com/en/latest/security-and-privacy/
https://support.apple.com/de-de/HT201265


Status zgody jest przechowywany na serwerze i/lub w pliku cookie (tzw. opt-in-cookie), wzgl. w podobnej 
technologii, aby umożliwić przypisanie zgody do użytkownika lub jego urządzenia. Zapisuje się również 
datę wyrażenia zgody. 

 

Kategorie danych: Dane dotyczące zgody (tzw. Consent ID i numer, godzina wyrażenia 
zgody, opt-in lub opt-out), metadane i dane komunikacyjne (np. 
informacje o urządzeniu, adresy IP) 

Cele przetwarzania danych: Wypełnienie obowiązku rozliczalności, zarządzanie zgodami 

Podstawy prawne:  Obowiązek ustawowy (art. 6 ust. 1 lit. c) RODO w połączeniu z art. 7 
RODO)  

 

CCM Cookie Consent Manager 
Odbiorca:  Papoo Software & Media GmbH, Auguststr. 4, 53229 

Bonn, Niemcy 

Przekazywanie państwom trzecim:  Nie odbywa się. 

Deklaracja ochrony danych osobowych:  https://www.ccm19.de/datenschutzerklaerung.html  

 

Content Delivery Network 
Korzystamy z tzw. sieci dostarczania treści (Content Delivery Network, CDN), aby szybciej udostępniać 
treści na naszej stronie internetowej. Na przykład, gdy odwiedzający witrynę uzyskują dostęp do grafik, 
skryptów lub innych treści, są one szybko i optymalnie udostępniane za pomocą serwerów 
rozproszonych na poziomie regionalnym i międzynarodowym. Przy pobieraniu plików nawiązywane jest 
połączenie z serwerami dostawcy CDN, przy czym przetwarzane są dane osobowe odwiedzających 
naszą stronę internetową, np. adres IP i dane przeglądarki.  

 

Kategorie danych: Dane użytkowników (np. odwiedzone strony internetowe, 
zainteresowanie treściami, czasy dostępu), metadane i dane 
komunikacyjne (np. informacje o urządzeniach, adresy IP) 

Cele przetwarzania danych: Prawidłowa wizualizacja i optymalizacja strony internetowej, szybszy i 
niezależny od lokalizacji dostęp do strony internetowej,  

Podstawy prawne:  Wyrażenie zgody (art. 6 ust. 1 lit. a) RODO); uzasadnione interesy (art. 
6 ust. 1 lit. f) RODO) 

Uzasadnione interesy:  Unikanie przestojów, wysoka skalowalność, zmniejszenie 
współczynnika odrzuceń na stronie internetowej 

 

jsDelivr 
Odbiorca:  Volentio JSD Limited, Suite 2a1, Northside House, Mount 

Pleasant, Barnet, EN4 9EB, Wielka Brytania 

Podstawa prawna:  uzasadnione interesy (art. 6 ust. 1 lit. f) RODO) 

Przekazywanie państwom trzecim:  Na podstawie wydanej przez Komisję Europejską decyzji 
stwierdzającej odpowiedni stopień ochrony Wielka Brytania  

Deklaracja ochrony danych osobowych:  https://www.jsdelivr.com/terms/privacy-policy  

https://www.ccm19.de/datenschutzerklaerung.html
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://www.jsdelivr.com/terms/privacy-policy


unpkg 
Odbiorca:  Npm Inc., 1999 Harrison Street Suite 1150, Oakland, Califor-

nia, 94612, United States, USA 

Podstawa prawna: Wyrażenie zgody (art. 6 ust. 1 lit. a) RODO) 

Przekazywanie państwom trzecim:  Na podstawie art. 49 ust. 1a RODO 

Deklaracja ochrony danych osobowych:  https://docs.npmjs.com/policies/privacy   

 

Serwisy w mediach społecznościowych 
Utrzymujemy profil przedsiębiorstwa w sieciach społecznościowych i na platformach kariery zawodowej, 
aby zwiększyć rozpoznawalność wśród potencjalnych klientów i interesantów oraz aby nasze 
przedsiębiorstwo było widoczne dla ogółu społeczeństwa.  

Sieci społecznościowe pomagają nam zwiększyć zasięg oraz aktywnie promować interakcję i 
komunikację z użytkownikami. Aktywność i komunikacja w mediach społecznościowych ma duże 
znaczenie dla pozyskiwania nowych klientów i pracowników. Media społecznościowe i strona 
internetowa umożliwiają udostępnianie istotnych informacji na temat naszego przedsiębiorstwa, 
publikowanie wydarzeń, szybkie przekazywanie ważnych wiadomości i ogłaszanie ofert pracy. 
Pomagają nam również szybko i łatwo kontaktować się z użytkownikami. 

Operatorzy platform społecznościowych tworzą tzw. profile użytkowników na podstawie zachowań 
użytkowników, takich jak deklarowane zainteresowania (polubienia, udostępnienia). Dane te są 
wykorzystywane do dostosowywania reklam do zainteresowań grup docelowych. Gdy użytkownicy są 
aktywni na kanałach społecznościowych, pliki cookie lub inne technologie są regularnie zapisywane na 
urządzeniach końcowych użytkowników, częściowo niezależnie od tego, czy są zarejestrowanymi 
użytkownikami sieci społecznościowej.  

Insights (statystyki) 

Dane analizowane przez operatorów platform społecznościowych są nam dostarczane w formie 
zanonimizowanych statystyk, co oznacza, że nie zawierają już dane osobowe użytkowników. Statystyki 
umożliwiają nam na przykład ustalenie, jak często i w jakim czasie odwiedzano nasz profil w mediach 
społecznościowych. Obecnie operatorzy fanpage'ów nie mogą wyłączyć tej funkcji. Nie mamy zatem 
wpływu na zakres, w jakim dane są przetwarzano za pośrednictwem platform społecznościowych.  

Social Media Messenger  

W ramach korzystania z mediów społecznościowych stosujemy odpowiednie komunikatory, aby łatwo 
komunikować się z użytkownikami. Bezpieczeństwo poszczególnych usług może zależeć od ustawień 
konta użytkownika. Nawet w przypadku szyfrowania typu end-to-end operator platformy 
społecznościowej może ustalić, że i kiedy użytkownicy komunikują się z nami. Możliwe jest również 
zbieranie dane geolokalizacyjnych. 

Zależnie od lokalizacji sieci społecznościowej może dojść do przetwarzania danych użytkowników poza 
terytorium Unii Europejskiej bądź poza Europejskim Obszarem Gospodarczym. Mogą wynikać z tego 
ryzyka dla użytkowników, na przykład z powodu utrudnień w egzekwowaniu praw.  

Kategorie danych: Nazwy użytkowników (np. imię i nazwisko), dane kontaktowe (np. adres 
e-mail), dane dotyczące treści (np. informacje tekstowe, zdjęcia, filmy), 
dane dotyczące korzystania i interakcji (np. odwiedzone strony 
internetowe, zainteresowania, polubienia, udostępnienia, czas 
dostępu), metadane i dane komunikacyjne (np. informacje o 
urządzeniu, adres IP, ew. dane geolokalizacyjne) 

Cele przetwarzania danych: Zwiększenie zasięgu, wzrost rozpoznawalności, szybkie usieciowienie  

https://docs.npmjs.com/policies/privacy


Podstawy prawne: Uzasadnione interesy (art. 6 ust. 1 lit. f) RODO), wyrażenie zgody (art. 
6 ust. 1 lit. a) RODO) 

Uzasadnione interesy:  Interakcja i komunikacja w serwisach w mediach społecznościowych, 
wzrost zysków, badanie grup docelowych 

 

LinkedIn 
Odbiorca:  LinkedIn Corporation, 1000 West Maude Avenue, Sunnyvale, 

CA 94085, USA 

Przekazywanie państwom trzecim:  Na podstawie wydanej przez Komisję Europejską decyzji 
stwierdzającej odpowiedni stopień ochrony dla USA w 
ramach Data Privacy Framework  

Deklaracja ochrony danych osobowych:  https://www.linkedin.com/legal/privacy-policy  

 

Facebook 
Odbiorca:  Meta Platforms Ireland Limited, 4 Grand Canal Square, Dub-

lin 2, Irland  

Przekazywanie państwom trzecim:  Na podstawie wydanej przez Komisję Europejską decyzji 
stwierdzającej odpowiedni stopień ochrony dla USA w 
ramach Data Privacy Framework  

Deklaracja ochrony danych osobowych:  https://www.facebook.com/privacy/explanation     

 

Instagram 
Odbiorca:  Meta Platforms Ireland Limited, 4 Grand Canal Square, Dub-

lin 2, Irland  

Przekazywanie państwom trzecim:  Na podstawie wydanej przez Komisję Europejską decyzji 
stwierdzającej odpowiedni stopień ochrony dla USA w 
ramach Data Privacy Framework  

Deklaracja ochrony danych osobowych:  https://help.instagram.com/155833707900388 

  

YouTube 
Odbiorca:  Google Ireland Limited, Gordon House, Barrow Street, Dublin 

4, Irland 

Przekazywanie państwom trzecim:  Na podstawie wydanej przez Komisję Europejską decyzji 
stwierdzającej odpowiedni stopień ochrony dla USA w 
ramach Data Privacy Framework  

Deklaracja ochrony danych osobowych:  https://policies.google.com/privacy?hl=de&gl=de  

 

https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://www.linkedin.com/legal/privacy-policy
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://www.facebook.com/privacy/explanation
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://help.instagram.com/155833707900388
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://policies.google.com/privacy?hl=de&gl=de


Wtyczki i zintegrowane treści podmiotów trzecich 
Nasza strona internetowa zawiera funkcje i elementy pochodzące od podmiotów trzecich. Są to na 
przykład filmy wideo, wizualizacje, przyciski ekranowe, usługi map lub posty (dalej treści). Jeżeli te treści 
podmiotów trzecich są wywoływane przez odwiedzających witrynę (np. kliknięcie, play itp.), informacje 
i dane są pobierane i łączone z urządzeniem końcowym odwiedzającego witrynę w formie plików cookie 
lub innych technologii (np. pikseli, poleceń Java Script lub Web Assembly) oraz przekazywane do 
serwera podmiotu trzeciego. W ten sposób podmiot trzeci otrzymuje dane dotyczące korzystania i 
interakcji z odwiedzającym stronę i udostępnia je nam w formie statystyk za pośrednictwem panelu 
kontrolnego. Statystyki, które otrzymujemy, nie zawierają jawnych danych użytkowników.  

Bez tego procesu przetwarzania nie jest możliwe ładowanie i wyświetlanie tych treści podmiotów 
trzecich. 

Aby chronić dane osobowe odwiedzających nasz serwis internetowy, zastosowaliśmy zabezpieczenia 
zapobiegające automatycznemu przekazywaniu tych danych podmiotom trzecim. Przekazywanie tych 
danych następuje dopiero wtedy, gdy użytkownicy użyją przycisków ekranowych i klikną treści 
podmiotów trzecich. 

 

Kategorie danych: Dane dotyczące użytkowania (np. odwiedzone strony internetowe, 
zainteresowania, czas dostępu), metadane i dane komunikacyjne (np. 
informacje o urządzeniu, anonimizowany adres IP)  

Cele przetwarzania danych: Udostępnianie postów i treści, marketing oparty na zainteresowaniach 
i zachowaniach, analiza statystyk, śledzenie urządzeń krzyżowych, 
zwiększenie zasięgu w mediach społecznościowych, ochrona przed 
spambotami 

Podstawy prawne: Uzasadnione interesy (art. 6 ust. 1 lit. f) RODO), wyrażenie zgody (art. 
6 ust. 1 lit. a) RODO) 

 

Friendly Captcha 
Odbiorca:  Friendly Captcha GmbH, Am Anger 3-5, 82237 

Wörthsee/Germany 

Podstawa prawna: Uzasadnione interesy (art. 6 ust. 1 lit. f) RODO) 

Uzasadnione interesy: Ochrona przed spambotami 

Przekazywanie państwom trzecim:  Nie odbywa się. 

Deklaracja ochrony danych osobowych:  https://friendlycaptcha.com/de/privacy/  

 

Google Maps 
Odbiorca:  Google Ireland Limited, Gordon House, Barrow Street, Dublin 

4, Irland 

Podstawa prawna: Wyrażenie zgody (art. 6 ust. 1 lit. a) RODO) 

Przekazywanie państwom trzecim:  Na podstawie wydanej przez Komisję Europejską decyzji 
stwierdzającej odpowiedni stopień ochrony dla USA w 
ramach Data Privacy Framework 

Deklaracja ochrony danych osobowych:  https://policies.google.com/privacy?hl=en-US  

https://friendlycaptcha.com/de/privacy/
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://policies.google.com/privacy?hl=en-US


 

YouTube 
Odbiorca:  Google Ireland Limited, Gordon House, Barrow Street, Dublin 

4, Irland 

Podstawa prawna: Wyrażenie zgody (art. 6 ust. 1 lit. a) RODO) 

Przekazywanie państwom trzecim:  Na podstawie wydanej przez Komisję Europejską decyzji 
stwierdzającej odpowiedni stopień ochrony dla USA w 
ramach Data Privacy Framework 

Deklaracja ochrony danych osobowych:  https://policies.google.com/privacy?hl=en-US  

 

Newsletter i komunikacja masowa z śledzeniem 
Na naszej stronie internetowej użytkownicy mają możliwość subskrybowania naszego newslettera lub 
otrzymywania różnych powiadomień za pośrednictwem różnych kanałów (dalej newsletter). Newslettery 
wysyłamy zgodnie z przepisami prawa wyłącznie do odbiorców, którzy wyrazili na to zgodę. Do 
wysyłania naszego newslettera korzystamy z wybranego usługodawcy. 

Aby zapisać się do naszego newslettera, należy podać adres poczty elektronicznej. Ewentualnie 
pobieramy dodatkowe dane, takie jak imię i nazwisko, aby opatrzyć nasz newsletter indywidualnym 
pozdrowieniem.  

Nasz newsletter jest wysyłany dopiero po zakończeniu tzw. procedury double opt in. Jeżeli 
odwiedzający witrynę zdecydują się na subskrypcję naszego newslettera, otrzymają e-mail z 
potwierdzeniem, który ma na celu zapobieżenie podawaniu niewłaściwego adres poczty elektronicznej 
i wykluczenie sytuacji, w której zwykłe, ewentualnie omyłkowe kliknięcie spowoduje wysłanie 
newslettera. Subskrypcja naszego newslettera może zostać w każdej chwili przerwana ze skutkiem na 
przyszłość. Na końcu każdego newslettera znajduje się link rezygnacji z subskrypcji (opt-out link). 

Ponadto jesteśmy zobowiązani do udokumentowania, że nasi abonenci rzeczywiście zamówili 
newsletter. W tym celu pobieramy i przechowujemy adres IP oraz czas zapisania i wypisania się z 
subskrypcji.  

Śledzenie newsletterów 

Nasze newslettery są zredagowane w taki sposób, aby umożliwić nam poznanie grup docelowych lub 
zachowania czytelniczego naszych subskrybentów w celu wprowadzenia ulepszeń. Pozwala nam to na 
wstawienie tzw. znacznika nawigacyjnego („web beacon”) " lub piksela zliczącego, który reaguje na 
interakcje z newsletterem, np. kliknięcie linków, otwieranie newslettera lub czas odczytu newslettera. Z 
przyczyn technicznych możemy przypisać te informacje poszczególnym subskrybentom.  

Kategorie danych: Dane podstawowe (np. nazwisko, adres), dane kontaktowe (np. adres 
e-mail, numer telefonu), metadane i dane komunikacyjne (np. 
informacje o urządzeniach, adresy IP), dane użytkowania (np. 
zainteresowania, czasy dostępu) 

Cele przetwarzania danych: Marketing, budowanie lojalności klientów i pozyskiwanie nowych 
klientów, analiza i ocena sukcesu kampanii 

Podstawa prawna: Wyrażenie zgody (art. 6 ust. 1 lit. a) RODO) 

 

rapidmail 
Odbiorca:  rapidmail GmbH, Wentzingerstraße 21, 79106 Freiburg im 

Breisgau, Niemcy 

https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://policies.google.com/privacy?hl=en-US


Przekazywanie krajom trzecim: Nie odbywa się. 

Deklaracja ochrony danych osobowych: https://www.rapidmail.de/datenschutz  

 

Obszar wewnętrzny i usługi cyfrowe 
Rejestracja 
Oferujemy możliwość założenia konta użytkownika na naszej stronie internetowej. W ramach rejestracji 
gromadzimy od zainteresowanych osób dane wymagane do założenia konta użytkownika i 
udostępnienia powiązanych z nim funkcji.  

W celu ochrony wewnętrznego obszaru rejestrujemy adresy IP i moment dostępu, aby zapobiec 
nadużyciu konta użytkownika i nieautoryzowanemu korzystaniu z konta. Danych tych nie przekazujemy 
stronom trzecim, chyba że jest to konieczne do dochodzenia naszych roszczeń bądź jesteśmy do tego 
ustawowo zobowiązani.  

Ponadto wprowadziliśmy tzw. procedurę double opt-in dla pierwszej rejestracji. Gdy użytkownicy 
dokonują pierwszej rejestracji, na podany przez nich adres e-mail (nazwa użytkownika) otrzymują od 
nas link potwierdzający, który musi zostać oddzielnie potwierdzony przez użytkownika w określonym 
czasie. W ten sposób zapewniamy, że rejestracja odbywa się faktycznie na życzenie użytkownika, i 
zapobiegamy nadużyciom.  

Chroniony obszar logowania 

W celu ochrony kont użytkowników przed nieuprawnionym dostępem logowanie do konta użytkownika 
wymaga, oprócz podania hasła, także innych zabezpieczeń, np. wprowadzenie kodu wysłanego na 
mobilne urządzenie końcowe (tzw. uwierzytelnianie wieloskładnikowe). W ten sposób zapobiegamy 
nadużyciom procesu logowania.  

 

Kategorie danych: Dane podstawowe (np. imię i nazwisko, adres), dane kontaktowe (np. 
adres poczty elektronicznej, numer telefonu), dane logowania (nazwa 
użytkownika i hasło), ew. inne dane dotyczące treści (np. wpisy 
tekstowe), metadane i dane komunikacyjne (np. informacje o 
urządzeniu, adresy IP), dane użytkowania (np. czasy dostępu) 

Cele przetwarzania danych: Realizacja umowy, budowanie lojalności klienta 

Podstawy prawne: Przygotowanie i realizacja umowy (art. 6 ust. 1 lit. b RODO), wyrażenie 
zgody (art. 6 ust. 1 lit. a) RODO) 

 

Kontakt 
Odwiedzającym stronę internetową oferujemy możliwość nawiązania bezpośredniego kontaktu z nami 
lub uzyskania informacji o różnych sposobach nawiązywania kontaktu.  

W przypadku nawiązania kontaktu przetwarzamy dane osoby wysyłającej zapytanie w zakresie 
wymaganym do udzielenia odpowiedzi bądź rozpatrzenia zapytania. W zależności od sposobu 
nawiązania kontaktu z nami przetwarzane dane mogą się różnić. 

Kategorie danych: Dane podstawowe (np. nazwisko, adres), dane kontaktowe (np. adres 
e-mail, numer telefonu), treści (informacje tekstowe, fotografie, filmy 
wideo), dane użytkowania (np. zainteresowania, czasy dostępu), 
metadane i dane komunikacyjne (np. informacje o urządzeniach, adres 
IP) 

https://www.rapidmail.de/datenschutz


Cele przetwarzania danych: Przetwarzanie zapytań 

Podstawy prawne: Wyrażenie zgody (art. 6 ust. 1 lit. a) RODO); wykonanie lub 
przygotowanie umowy (art. 6 ust. 1 lit. b) RODO) 

 

Spotkania online, webinary, wydarzenia online 
Korzystamy z możliwości organizowania spotkań i/lub webinarów oraz wydarzeń online. W tym celu 
korzystamy ze starannie dobranej oferty innych dostawców. Przy aktywnym korzystaniu z takich ofert 
przetwarzane są dane uczestników komunikacji i zapisywane na serwerach podmiotów trzecich, o ile 
są one niezbędne do przeprowadzenia procesu komunikacji. Wybierając dostawców, zapewniamy, aby 
komunikacja za pośrednictwem wybranych usług była szyfrowana w formacie end-to-end.  

 

Kategorie danych: Dane podstawowe (np. imię i nazwisko), dane kontaktowe (np. adres 
poczty elektronicznej), treści (np. wpisy tekstowe), metadane i dane 
komunikacyjne (np. informacje o urządzeniu, adresy IP) 

Cele przetwarzania danych: Przetwarzanie zapytań, zwiększanie wydajności, promowanie 
współpracy między działami przedsiębiorstwa 

Podstawy prawne: Wyrażenie zgody (art. 6 ust. 1 lit. a) RODO) 

 

Microsoft Teams 
Odbiorca:  Microsoft Corporation, One Microsoft Way, Redmond, WA 

98052-6399, USA 

Przekazywanie państwom trzecim:  Na podstawie wydanej przez Komisję Europejską decyzji 
stwierdzającej odpowiedni stopień ochrony dla USA w 
ramach Data Privacy Framework 

Deklaracja ochrony danych osobowych:  https://privacy.microsoft.com/de-de/privacystatement  

 

Dodatkowe obowiązkowe informacje o 
przetwarzaniu danych  

Przekazywanie danych 
Przekazujemy dane osobowe odwiedzających witrynę w celach wewnętrznych (np. do administracji 
wewnętrznej lub działu zasobów ludzkich w celu spełnienia zobowiązań prawnych lub umownych). 
Wewnętrzne przekazywanie danych lub ujawnianie danych odbywa się w niezbędnym zakresie, zgodnie 
z właściwymi przepisami o ochronie danych. 

Do wykonania umów lub wypełnienia obowiązku prawnego może być konieczne przykazywanie danych 
osobowych stronom trzecim. Jeżeli wymagane dane nie zostaną nam udostępnione, może się zdarzyć, 
że nie będzie możliwe zawarcie umowy z daną osobą.  

https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://privacy.microsoft.com/de-de/privacystatement


Jeżeli przetwarzanie danych ma miejsce poza UE/EOG, w tak zwanych państwach trzecich (np. USA), 
zapewniamy, że odbywa się to zgodnie z wymogami art. 44 i nast. RODO. Podejmujemy dodatkowe 
działania w celu zapewnienia jak najwyższego poziomu ochrony danych osób, których dane dotyczą. 
Odpowiednia gwarancja dotycząca przekazywania danych państwom trzecim jest podana w naszej 
polityce prywatności w odniesieniu do poszczególnych odbiorców.  
Jesteśmy globalnie operującym przedsiębiorstwem z główną siedzibą w Niemczech. Dane 
odwiedzających naszą stronę internetową są przechowywane w naszej scentralizowanej bazie danych 
klientów w Niemczech z uwzględnieniem właściwych postanowień dotyczących ochrony danych i 
przetwarzane w tych ramach w obrębie całego koncernu w wewnętrznych celach administracyjnych. 
Nie następuje przetwarzanie danych wykraczające poza cele administracyjne.  

W przypadku, gdy w ramach wewnętrznego przetwarzania danych przekazujemy je do kraju spoza 
EOG, zapewniamy, że przetwarzanie odbywa się zgodnie z prawem w przewidziany przez nas sposób.  

Podstawa prawna:  Uzasadnione interesy (art. 6 ust. 1 lit. f) RODO) 

Uzasadnione interesy: Tzw. mały przywilej koncernu, scentralizowane zarządzanie i 
administracja w przedsiębiorstwie w celu wykorzystania efektów 
synergii, oszczędności kosztów, wzrostu efektywności 

Odbiorca: Lokalizacje 

 

Podmioty przetwarzające 
Zaangażowani odbiorcy mogą być dla nas tzw. podmiotami przetwarzającymi. Zawarliśmy tzw. „umowy 
z podmiotami przetwarzającymi” zgodnie z art. 28 ust. 3 RODO. Oznacza to, że podmioty 
przetwarzające mogą przetwarzać Twoje dane osobowe tylko w taki sposób, który został przez nas 
wyraźnie określony. Podmioty przetwarzające podejmują odpowiednie środki techniczne i 
organizacyjne, aby Twoje dane były przetwarzane w sposób bezpieczny i zgodnie z naszymi 
instrukcjami. 

 

Okres przechowywania danych 
Dane odwiedzających naszą stronę internetową przechowujemy generalnie tak długo, jak długo jest to 
konieczne do wykonania naszego świadczenia lub o ile jest to przewidziane przez europejski organ 
wydający dyrektywy i rozporządzenia bądź innego ustawodawcę w ustawach i przepisach, którym 
podlegamy. We wszystkich innych przypadkach usuwamy dane osobowe po realizacji celu, z wyjątkiem 
takich danych, które musimy dalej przechowywać do wypełnienia obowiązków prawnych (np. z tytułu 
podatkowych i handlowych okresów przechowywania jesteśmy zobowiązani do archiwizacji przez 
pewien okres dokumentów (np. umowy i faktury). 

 

Zautomatyzowane podejmowanie decyzji (w tym profilowanie) 
Rezygnujemy z zautomatyzowanego podejmowania decyzji lub profilowania zgodnie z art. 22 RODO. 

 

Podstawy prawne 
Właściwe podstawy prawne wynikają głównie z RODO. Są one uzupełnione krajowymi ustawami państw 
członkowskich i mają ew. zastosowanie wspólnie bądź w uzupełnieniu do RODO.  

 

https://www.auma.com/de_DE/kontakt/ansprechpartner


Wyrażenie zgody: Art. 6 ust.1 lit. a) RODO służy jako podstawa prawna procesów 
przetwarzania danych, dla których uzyskaliśmy zgodę na 
określony cel przetwarzania.  

Wykonanie umowy: Art. 6 ust. 1 lit. b) RODO służy jako podstawa prawna procesów 
przetwarzania danych, które są konieczne do wykonania 
umowy, której stroną jest osoba, której dane dotyczą, lub do 
przeprowadzenia działań przedumownych podejmowanych na 
życzenie tej osoby. 

Obowiązek prawny: Art. 6 ust. 1 lit. c) RODO służy jako podstawa prawna procesów 
przetwarzania danych, które są konieczne do wypełnienia 
obowiązku prawnego.  

Żywotne interesy: Art. 6 ust. 1 lit. d) RODO służy jako podstawa prawna, jeżeli 
przetwarzanie danych jest konieczne do ochrony żywotnych 
interesów osoby, której dane dotyczą, lub innej osoby 
naturalnej. 

Interes publiczny: Art. 6 ust. 1 lit. e) RODO służy jako podstawa prawna procesów 
przetwarzania danych, które są konieczne do wykonania 
zadania realizowanego w interesie publicznym lub w ramach 
sprawowania władzy publicznej powierzonej administratorowi. 

Uzasadniony interes: Art. 6 ust. 1 lit. f) RODO służy jako podstawa prawna 
przetwarzania danych, które jest konieczne do zaspokojenia 
uzasadnionych interesów administratora lub strony trzeciej, z 
wyjątkiem sytuacji, w których nadrzędny charakter wobec tych 
interesów mają interesy lub podstawowe prawa i wolności 
osoby, której dane dotyczą, wymagające ochrony danych 
osobowych, w szczególności gdy osoba, której dane dotyczą, 
jest dzieckiem. 

 

Prawa osób, których dane dotyczą 
Prawo dostępu do danych:  Osoby, których dane dotyczą, mają prawo zgodnie z art. 15 

RODO zażądać potwierdzenia, czy przetwarzamy ich dane. 
Mogą one zażądać dostępu do tych danych oraz innych 
informacji wymienionych w art. 15 ust. 1 RODO, a także 
sporządzenia kopii swych danych. 

Prawo do sprostowania: Osoby, których dane dotyczą, mają zgodnie z art. 16 RODO 
prawo zażądać sprostowania lub uzupełnienia dotyczących ich 
i przetwarzanych przez nas danych. 

Prawo do usunięcia danych i  

ograniczenia przetwarzania: Osoby, których dane dotyczą, mają zgodnie z art. 17 RODO 
prawo zażądać niezwłocznego usunięcia dotyczących ich 
danych. Alternatywnie, zgodnie z art. 18 RODO mogą zażądać 
od nas ograniczenia przetwarzania swoich danych.  

Prawo do przenoszenia danych: Osoby, których dane dotyczą, mają zgodnie z art. 20 RODO 
prawo zażądać udostępnienia zgromadzonych przez nas 
danych i ich przekazania innemu administratorowi. 



Prawo do wniesienia skargi: Osoby, których dane dotyczą, mają ponadto prawo do 
wniesienia skargi do właściwego organu nadzorującego 
ochronę danych zgodnie z art. 77 RODO. 

Prawo do sprzeciwu: Jeżeli dane osobowe są przetwarzane na podstawie 
uzasadnionych interesów zgodnie z art. 6 ust. 1 zd. 1 lit. f) 
RODO, osoby, których dane dotyczą, mają zgodnie z art. 21 
RODO prawo wnieść sprzeciw wobec przetwarzania swych 
danych osobowych, o ile istnieją ku temu przesłanki wynikające 
z ich szczególnej sytuacji lub sprzeciw dotyczy marketingu 
bezpośredniego. W tym ostatnim przypadku osoby, których 
dane dotyczą, mają generalne prawo sprzeciwu, które jest 
przez nas wdrażane bez podania szczególnej sytuacji. 

 

Wycofanie zgody 
Niektóre operacje przetwarzania danych są możliwe tylko za wyraźnym wyrażeniem zgody osób, 
których dane dotyczą. Użytkownik ma możliwość wycofać wcześniej udzieloną zgodę w dowolnym 
momencie, bez podania przyczyny. Wystarczy do tego nieformalna wiadomość e-mail wysłana na 
adres: dsb@auma.com. Legalność danych przetwarzanych do momentu wycofania zgody pozostaje 
nienaruszona. 

Linki zewnętrzne 
Na naszej stronie internetowej znajdują się linki do serwisów internetowych innych usługodawców. 
Informujemy, że nie mamy wpływu na treści połączonych linkami stron internetowych oraz dotrzymanie 
przepisów dotyczących ochrony danych przez ich operatorów. 

Zmiany 
Zastrzegamy sobie prawo do dostosowania informacji o ochronie danych w przypadku zmian z 
uwzględnieniem obowiązujących przepisów ochrony danych w taki sposób, aby odpowiadały one 
właściwym wymogom prawnym. 

 

Niniejsza polityka prywatności została sporządzona przez  

DDSK GmbH 

 www.ddsk.de   

  

http://www.ddsk.de/
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